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Abstract—Blockchains are a rapidly evolving area of research
and experimentation. Since Bitcoin’s introduction in 2008,
different protocols have been proposed and implemented
with the goal of improving on Bitcoin’s core feature, the
Proof of Work consensus mechanism. A critical area many
of the newer mechanisms focus on is a reduction in energy
usage, for example.

This paper presents and compares different Proof of
Stake (PoS) mechanisms — an increasingly popular alterna-
tive to Proof of Work - that have been developed in recent
years. The focus of our comparison are the mechanisms’
abilities to solve the Scalability Trilemma, that is, a consensus
mechanism’s ability to achieve decentralization, security,
and scalability. We find that Unbonded PoS is the most
decentralized mechanism but comes with vague security
assumptions. Bonded PoS is more secure at the cost of
decentralization. Lastly, Delegated PoS achieves scalability
but suffers from low decentralization and security.

Index Terms—blockchains,
trilemma

proof of stake, scalability

1. Introduction

Any given blockchain is a complex distributed system
and the result of a variety of design decisions. One of the
most important considerations is a blockchain’s consensus
mechanism. In decentralized networks where each node
stores all the state (because there is no central server),
there is a need for a mechanism that allows all nodes
to come to consensus on which state changes should be
applied to the current state and in which order they should
be applied. This is so that after a state change all nodes
have saved the same state [1].

In 2008, Satoshi Nakamoto used the concept of Proof
of Work (PoW) to create Bitcoin’s consensus mechanism.
This mechanism makes nodes compete to solve hash
puzzles (which is called mining) for Bitcoin rewards and
the right to propose a specific set of changes [2].

Since then, Bitcoin’s consensus mechanism has been
criticized, mainly for its large consumption of energy
because nodes are incentivized to buy more machines as
long as the rewards outweigh the energy costs [3].

In an attempt to improve on the PoW consensus
mechanism, other mechanisms have been researched and
implemented in other blockchains. Most notably, Proof of
Stake (PoS), a mechanism that removes the advantage of
owning more machines and instead directly uses capital.
Instead of mining, it employs a randomness function to
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choose the next block proposer which favors those with
more capital. While PoS does not increase the fairness of
the rewards distribution, it does come with lower energy
requirements [4].

It is the goal of this paper to provide answers to
the questions of what the subcategories of PoS are and
how they differ. In sections 2 and 3 respectively, we
present relevant background knowledge and highlight re-
lated work. Equipped with this knowledge, we compare
the different flavors in section 4. In particular, we compare
Unbonded Proof of Stake (UPoS), Bonded Proof of Stake
(BPoS), and Delegated Proof of Stake (DPoS). The focus
of this comparison is the ability of each mechanism to
solve the so-called Scalability Trilemma. The trilemma
states that it is difficult for any mechanism to achieve
scalability without sacrificing security or decentralization
[5]. It is these three properties by which we compare the
mechanisms. In section 5, we summarize our findings and
point to potential areas for future work.

2. Background

This section provides a high-level overview of how
a blockchain works, presents the Proof of Work and
Proof of Stake consensus mechanisms, and introduces the
Scalability Trilemma.

2.1. Structure and Participants in a Blockchain
System

The two main parties in a blockchain system are
the users — those that wish to send transactions — and
the nodes — those that maintain the blockchain. The
blockchain is a log that contains all the transactions that
have been committed so far. The transactions are aggre-
gated in so-called blocks. Each block has a reference to the
previous block, forming a chain of blocks (thus forming
a special form of a linked list). The blockchain is kept
as a local copy by every node because there is no central
server. The current state of the network can be computed
by replaying all transactions in the blockchain. Thus, every
transaction moves the blockchain from one state into a
different one. Using the example of cryptocurrencies, this
state might save users’ money which can be sent to other
users by submitting transactions [6, Chapter 1-2].

2.2. Consensus

In Section 2.1 we have established that all nodes
need to save an identical copy of the blockchain. Thus,
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when users request to send transactions, all nodes need
to agree on which of the requested transactions should
be added to the chain next and in which order, that is,
what the next block to be added to the chain should look
like. Allowing nodes to reach consensus is the goal of a
consensus mechanism. Blockchain consensus mechanisms
need to function in adversarial environments, that is, those
in which there are malicious nodes [6, Chapter 2]. In
particular, these mechanisms should be sybil-resistant, that
is, they must continue to work under the assumption that
malicious actors can create nodes at no cost [7]. Hence, a
simple direct democracy where each node represents one
vote with the winner being elected to propose the next
block does not work [6, Chapter 2].

Subsections 2.2.1 and 2.2.2 explore the PoW and PoS
mechanisms which are sybil-resistant.

2.2.1. Proof of Work. Proof of Work was first introduced
in 1993 to prevent service abuses in computer networks
[8]. It allows someone to prove they have done some
work with the verification of this proof being cheaper
than the work itself. We use Bitcoin as an example to
illustrate how PoW blockchains incorporate this concept.
All nodes in the system hold an individual block of
requested transactions that could be added to the chain
next. Each node tries to find a number — the nonce —
so that when added to its block, the block hashes to a
value smaller than a value X set by the protocol. There
is no efficient algorithm to do this, so a node can only
try different numbers (this is the Work in Proof of Work).
If a node finds such a number, it broadcasts the block.
Each node that receives it verifies the PoW (which equates
to confirming the block’s hash is smaller than X, which
can be done in constant time) and the transactions in the
block (e.g. the sender of some money must have agreed
to the transfer). If valid, a receiving node adds the block
to its local chain and starts working on the next one. This
process is called mining. The result of this mechanism is
that in regular intervals a new node is chosen to propose
the new block. Note that a node is only chosen implicitly
by finding the nonce; there is no voting taking place.

A benefit of PoW is that adding additional nodes
does not increase the likelihood of finding the nonce,
only the computing power matters. Hence, the Proof of
Work consensus mechanism is sybil-resistant. In addition,
it follows that the more distributed the computer power is
across nodes, the more decentralized - and thereby more
resistant to attacks - the network is [6, Chapter 2-4].

2.2.2. Proof of Stake. Proof of Stake is designed to be an
alternative for PoOW and was first proposed in a forum post
in 2011 [9]. It works by essentially simulating the mining
process. While Bitcoin’s Proof of Work was described as
"essentially one-CPU-one-vote" in the original whitepa-
per [2] by Nakamoto, Proof of Stake maps one unit of
currency to one vote. Validators, as they are commonly
called in PoS chains, deposit the respective blockchain’s
currency (in blockchain jargon: they stake and their capital
is staked) and one validator is then chosen by a function
to propose the next block. While incorporating some form
of randomness, this function is more likely to choose a
validator with a higher stake (again, analogous to owning
more machines in PoW). One advantage of PoS over PoW
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is that the amount of machines a node controls does not
increase the likelihood of being chosen as the next block
producer, leading to a drastically lower energy footprint
(about two thousand times more energy efficient in some
cases [10]) [11].

The Nothing at Stake Problem. PoS consensus
mechanisms have to deal with one issue PoW mechanisms
do not: the Nothing at Stake Problem.

In general, blockchains can fork, meaning that two
valid blocks are proposed at the same time, turning the
blockchain into a tree with the two leaves referencing the
previous block. In Proof of Work, a node chooses one
branch by devoting its computing power to finding the
nonce for the next block that references that branch’s leaf.
It could also use 30% on one branch and 70% on the
other. The main point is that a node cannot use more
than 100% of its computing power. A fork in PoW does
not alter a miner’s ability to produce blocks because the
resource securing the network (the computers) is outside
the network. One branch will likely have more computing
power supporting it and eventually all nodes switch to that
branch [6, Page 209].

The story is different in Proof of Stake, however
[12]. A validator’s likelihood to be a block producer
is influenced by their stake, that is, the amount of the
blockchain’s native currency that they have staked. This
means that the resource securing the network is part of
the blockchain itself. Hence, when a fork happens, this
resource is duplicated. Each validator wants to participate
in consensus on the branch of the fork that eventually
becomes the main branch because the rewards for partic-
ipating on the eventually abandoned branch will not be
considered real. However, because their capital is dupli-
cated, they do not have to choose like block producers in
PoW do, they can just produce blocks on both branches.
It is trivial to see that if every validator thinks like this,
there will never be a main branch because all branches
continue producing blocks. After all, from the viewpoint
of a single validator, there is no penalty for acting like this,
a penalty that would e.g. remove the validator’s funds. As
a result, the validator has nothing at stake that they could
lose if they act like described above. The reason this is a
problem is that if forks do not clear up after some time,
no consensus is reached and users of the currency cannot
be sure their transactions are final.

2.3. The Scalability Trilemma

The Scalability Trilemma states that it is incredibly
difficult for a blockchain to be scalable while staying
secure and decentralized [5]. Note that for none of these
properties there exists a single metric and a single value
for that metric to achieve the property. This means in
some cases it might be difficult to determine if one
chain is, for example, truly more decentralized than the
other. However, when comparing approaches where the
differences are big enough, employing the trilemma makes
sense. With this in mind, it is worth briefly exploring the
three properties of the trilemma and which metrics could
be used to measure them.

2.3.1. Decentralization. The rationale for decentraliza-
tion is that in a peer-to-peer protocol, allowing one actor
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to take sole control is likely not in the interest of the other
nodes. Two values that are often looked at are the number
of nodes in a system and how many of them are controlled
by a single entity [5].

2.3.2. Security. This property is the most obvious one.
Any serious approach towards establishing a cryptocur-
rency should come with safety guarantees. A network
should result in (possibly probabilistically) final transac-
tions and be resistant to attacks.

2.3.3. Scalability. The two metrics that are most impor-
tant when describing a blockchain’s ability to scale are
throughput and confirmation latency. That is, how many
transactions can be executed per second and how long do
users have to wait until they can consider a transaction
non-reversible [3].

3. Related Work

With Bitcoin having been invented only in 2008, 13
years ago, research specifically on blockchains is still in
the early stages (although many ideas Bitcoin and other
blockchains rely on come from well-researched distributed
systems theory and cryptography).

In addition, in this industry, much of the research
that has been done has not necessarily been published in
academic journals but in blog posts or projects’ whitepa-
pers. A relevant example: Vitalik Buterin — co-founder of
Ethereum, the 2nd biggest cryptocurrency by market cap
— reasons for Proof of Stake and how it relates to Proof of
Work, and presents other related concepts like the Nothing
at Stake Problem on his blog [13].

With that said, some more formal research has also
been carried out. Narayanan et al. provide a thorough
introduction to Bitcoin and cryptocurrencies [6]. Lepore
et al. compare PoW, PoS and Pure Proof of Stake™
and provide a framework for future comparisons [14].
Nguyen et al. present differences between the consensus
algorithms of specific protocols (as opposed to the broader
approach we take in this paper) and analyse staking pools,
a phenomenon on PoS blockchains similar to mining pools
on the Bitcoin network [4].

4. Recent Advances in PoS

This section focuses on recent advances in PoS al-
gorithms. It first considers different approaches to solving
the Nothing at Stake problem. Then, it explores Delegated
PoS, a mechanism to increase the scalability of Proof of
Stake. It also shows how each of these adjustments moves
a protocol along the three dimensions of the Scalability
Trilemma.

4.1. Solving the Nothing at Stake Problem

This section highlights two mechanisms that aim to
solve the Nothing at Stake Problem explained in section
2.2.2 and describes the effects both mechanisms have on
the properties of the Scalability Trilemma.
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4.1.1. Bonded Proof of Stake. One solution to the Noth-
ing at Stake Problem is Slashing [15]. The idea behind it
is that nodes should only be allowed to produce a block
if they have something to lose. To this end, the protocol
requires a node to agree that if someone can prove that
the node produced a block on two different forks (or more
generally, act maliciously), the node loses part of its staked
capital.

report
window x + 1

A

report
window x
consensus
round x x+1

—>—> .

. | Time

T 1 =
lock up indicate withdraw
capital withdrawal

Figure 1: Example BPoS Participation Flow

Figure 2 illustrates this process, using an imaginary
BPoS protocol. First, the participant locks up capital and
begins participating in several consensus rounds - two
rounds in this example (an unrealistically low number only
chosen to conserve space). As shown in the figure, there is
a report window for each consensus round in which others
may report the node for malicious behaviour. This means
that after the staker indicates their wish to withdraw, there
is a period in which they have to wait and do not earn
any rewards. Hence, their capital is bonded. Only once
this period has passed, may they withdraw.

BPoS and the Scalability Trilemma. Bonded
Proof of Stake is an addition to regular PoS that is meant
to fend off the Nothing At Stake Problem. Hence, BPoS
increases a blockchain’s security.

However, BPoS introduces factors that might lead to
centralization. First, the requirement to lock up capital
limits the set of nodes to people that can afford to lock
up their disposable income for such a purpose. Secondly,
some PoS protocols allow users to delegate native cur-
rency (not to be confused with DPoS) to validators if they
cannot or do not want to run their own node. This way,
users can receive some of the maintenance rewards, while
the validators take a fee. Generally, it is advised to split
the delegations across multiple validators to maintain the
decentralization of the network. In networks that employ
slashing, however, users will think twice about whom they
are delegating their money to. In practice, this has led to
stake being concentrated across a few trusted companies
in many PoS protocols [16], [17].

Bonded Proof of Stake is only meant to make a
blockchain more resistant and has, in itself, no effects on
scalability.

BPoS in Practice. The most prominent protocol
using Bonded Proof of Stake is Ethereum 2.0 (ETH2)
[18]. To become a validator, a deposit of 32 ETH (worth
about $55,000 as of June 13, 2021 [19]) is required. If
a validator produces a block on two forks, it is slashed
whereas the amount slashed increases the more validators
act maliciously. If a third of validators act maliciously at
roughly the same time, their entire deposit is slashed [20],
[21].
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4.1.2. Unbonded Proof of Stake. Another way to ap-
proach the Nothing at Stake problem is to bypass it by
using different assumptions. The most important one is
that the average member of society is virtuous; in par-
ticular, they do not wish to hurt society or its monetary
system. There may be parts of society that act maliciously
but that part is small in any functioning society. Thus,
assuming that the node distribution in a blockchain resem-
bles society, most nodes will not produce blocks on two
different forks or be bribed to do so because this would
hurt the blockchain’s health. Hence, there is no need to
lock up capital and punish bad behavior because it will
never happen on a scale large enough to affect the network
anyway [22], [23].

UPoS and the Scalability Trilemma. UPoS
moves the protocol using it further towards decentraliza-
tion because there is no lockup of capital. However, it
relies on more assumptions than Bonded Proof of Stake,
mainly that the average member of a functional society is
virtuous and that a blockchain’s node distribution resem-
bles society. Especially the latter assumption is debatable
because in a public UPoS blockchain system, nodes are
anonymous and there are no punishments, unlike most
human societies. Open questions like these make it impos-
sible to give a clear answer on the mechanism’s security
for now.

Analogous to BPoS, UPoS, in itself, does not affect
scalability.

UPoS in Practice. Algorand is a blockchain using
a mechanism called Pure Proof of Stake™ (PPoS) [22]-
[24]. PPoS does not require any lockup of capital. How-
ever, available capital is still used to grant proportional
voting power to nodes in the network. Each round, a
chosen node’s block is voted on by random committees of
nodes. Using a subset of all nodes to add the next block
increases efficiency. The random composition of these
committees makes it highly likely that they resemble the
overall network. To find a node’s role for the creation of
the next block (e.g. block proposer or committee member),
it executes a local verifiable random function that requires
no communication with other nodes. This can result in
multiple nodes proposing a block. However, only the block
with the highest priority (which it is more likely to have
the more of the native currency the proposers owns) will
be accepted by the committee. This results in nodes only
having a single block to vote on which they do if it is
valid and they are honest.

4.2. Delegated Proof of Stake

Delegated Proof of Stake is a consensus mechanism
that combines PoS with a governance system [25]. Its
goal is to increase a PoS blockchain’s scalability. Its main
innovation is that it only allows a fixed number of repre-
sentative nodes to participate in consensus. With only a
small number of nodes required to come to consensus, the
communication overhead drops and consensus is reached
faster.

DPoS consists of two steps. First, an election takes
place to determine the representative nodes. All nodes can
participate and they use the blockchain’s native currency
to vote. From the election onwards, the blockchain may
use another PoS mechanism to let the elected nodes come
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to consensus for several blocks after which a new election
takes place. Hence, this mechanism has similarities to a
representative democracy.

consensus
round x
election } x+#1 x+2 x+3 x+4 x+5 x+6 election
> I CIEC I IS E—>

» Time

Figure 2: Example Delegated Proof of Stake

Figure 2 shows an imaginary DPoS protocol where
an election happens every 7 rounds. Important to note,
the election round takes longer than the consensus rounds
because it has more participants.

DPoS and the Scalability Trilemma. DPoS pro-
vides a fixed and low number of consensus nodes, thereby
increasing a blockchain’s ability to scale. However, this
benefit comes at the cost of decentralization and security.
It is trivial that any system in which a small, fixed number
of nodes have all the control is less decentralized than
a system in which control is spread across an unlimited
number of nodes. In addition, even if the elected nodes
are not malicious, attacking a low, fixed number of nodes
is easier than attacking a large number of nodes that are
possibly not known in advance.

DPoS in practice. This paragraph briefly show-
cases the best known DPoS blockchain: EOS [26] (this
is indeed its name, not an abbreviation). In EOS, a new
block is produced by one of 21 consensus nodes every
0.5 seconds. Next to the 21 consensus nodes that produce
blocks, there are about 530 other nodes on standby that
could be elected as of June 15, 2021. The consensus nodes
receive EOS (the EOS blockchain’s native currency) as a
reward for maintaining the system. The approximately 40
nodes on standby with the highest number of votes also
receive rewards, the others do not. A new election for the
consensus nodes happens every 126 blocks. Consensus
nodes use the asynchronous Byzantine Fault Tolerance
(aBFT) consensus algorithm which ensures transaction
finality after 1 second. The maximum observed transac-
tions per second to date on EOS is about 4000 [27]. This
example demonstrates that EOS is indeed more scalable
than, for instance, Bitcoin and Ethereum as of June 15,
2021 (with about 7 and 15 tps, respectively [28]). How-
ever, EOS has received some criticism regarding malicious
behavior by its consensus nodes. In particular, allegations
of vote buying (a consensus node bribes token holders to
vote for it) and mutual voting (consensus nodes with large
amounts of EOS agree to vote for each other to stay in
power) have been made public [29], [30].

5. Conclusion and Future Work

In this paper, we have presented and compared dif-
ferent flavors of the Proof of Stake consensus mecha-
nism with regards to their ability to solve the Scalability
Trilemma.

In sections 1 and 2 we motivated the need for con-
sensus mechanisms, which allow nodes in a distributed
system to agree on state changes. We then presented
two broad categories of consensus mechanisms, the Proof
of Work mechanism — employing computing power to
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reach consensus — and the Proof of Stake mechanism —
employing capital to reach consensus, thereby achieving
a lower energy footprint.

In section 4 we compared flavors of the Proof of Stake
consensus mechanism. The metrics of the comparison
were the three properties of the Scalability Trilemma. The
summarized findings can be found in table 1.

Mechanism | Scalability | Decentralization | Security
BPoS 0 - +
UPoS 0 0 0
DPoS + - -

TABLE 1: Comparison of PoS flavors,
0 £ base case, + £ increase, - £ decrease

UPoS is used as the base case from which the other
two are compared in the table because as we have shown
it is the mechanism which is the easiest to achieve — it
only requires a change of assumptions. We have found that
BPoS alone does not offer any scalability improvements
over UPoS whereas DPoS does, at the cost of both decen-
tralization and security. Punishable capital requirements in
BPoS increase security at the cost of decentralization. An
important takeaway from this comparison is that none of
the presented flavors can satisfy all three properties of the
Scalability Trilemma.

At this point, it is important to mention, however,
that these three flavors represent three sets of mechanisms
with each set containing blockchains that still differ sig-
nificantly. In addition, while the two sets of BPoS and
UPoS mechanisms are mutually exclusive, BPoS/UPoS
and DPoS are not. Hence,one should, for example, not
conclude that a blockchain using UPoS cannot scale.
A mechanism that is only in the UPoS set may still
scale by employing other technologies but this increase
in scalability is not caused by UPoS itself. One such
example is Algorand, discussed in section 4.1.2, which
increases scalability through short-lived stake-weighted
random committees (as opposed to elected longer-lived
ones in DPoS).

As a result, comparing these broad categories in a
vacuum is only the tip of the iceberg. A more practical
comparison in the future might compare how these mech-
anisms are used in conjunction with other technologies in
different protocols. In addition, a more holistic analysis
would also include innovations that are above the protocol
level. In BPoS, for example, there exists the concept of
Liquid Staking on the application layer. It is meant to
alleviate the problems with locked-up capital by allow-
ing stakers to withdraw staked capital immediately for a
fee [31].
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