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Audio/video and real-time service
Peer-to-peer and overlay Networks

Mobile communications

Autonomic
management

Network monitoring

Network
security

Audio-visual
applications

Sensor/actor {©
systems
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- Innovative
mechanisms

- Measure and
analyze the
network

- Methods and
tools for network
engineering
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Vision of a Secure Autonomic Home
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Visitor

Mobile Devices

Full Control

-

Trust determines
Access Rights

WLAN,
Bluetooth

N

AutHoNe - Home Networ
« Self management

* Visualization of Network State

* Autonomic Control
* “Plug and Play”

Distributed
Sensor/Actuator
Network

Hogne Gateway
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Home Networks Today

o Social and technological barriers
0 No interconnection of devices

0 Just used to access the Internet

AUtHONe

O Introduction of autonomic behavior Degree of freedom for the Autonomic
Network Control

o Self-management and manual
interaction \
Adapt devices and services to

users and environment Self- Manual

v Management interaction ¥
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o User Control
= User-friendly

= Modes for normal us
and experts

less
secure [a

O Interaction with Environment
= Sensors & &T
= Actuators B
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Security [’
secure

AUT

* No remote access

« Remote access by owner

(no administrative control)

* Remote access by friends
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Remote Access
across Internet

Service

Users Home Network
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Autonomic
NAT/Firewall Traversal

Friends Home Network
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Scenario: Trust and Security

Service Access
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Home Network
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Service

g Service

Users Home Network

Users Home Network .
Service

Users Home Network
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